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Abstract

The purpose of this research is to describe and understand the criminal sentencing model for corrupt acts accompanied by money laundering crimes. This research uses a qualitative approach with a normative legal design. Data collection techniques include literature review, and data analysis techniques include presentation, reduction of data, and collection and verification. The research results showed that the sentencing for corrupt acts accompanied by money laundering is not the same as for money laundering with an underlying corruption crime, which would impose penalties according to Article 3 of Law No. 8 of 2010 on the eradication of money laundering. Specifically, in the case of corrupt acts accompanied by money laundering, which applies an absorption system, in line with the teachings of Article 65 of the Indonesian Criminal Code. The conclusion of this research is that the doctrine of Concursus from the Chamber of Criminal Matters of the Supreme Court of the Republic of Indonesia Tangerang has a legal foundation that serves as a guide or sentencing basis, which can be revised regarding the sentencing model that should be applied for corrupt acts accompanied by money laundering crimes. Preserving the integrity of digital transactions in order to prevent the risk of money laundering. Effective measures must be taken to ensure that digital transactions are secure and that any illegal activities are detected and punished accordingly.
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INTRODUCTION

The crime of money laundering is part of the specific criminal law (Ius Singulare, Ius Speciale or Bijzonder Strafrecht) and the positive legal provisions (Ius Constitutum) of Indonesia, regulated by the Indonesian Republic Law Number 8 of 2010 on the Eradication of Money Laundering Crimes.¹ If unraveled, the crime of

Money laundering has specific specifications that differ from general criminal law, such as deviations in legal procedure and material regulations intended to minimize the occurrence of leaks and deviations in the financial and economic situation of the country.

Money laundering is a well-organized and systematic form of crime committed by individuals who hold important positions in society. In its regulation, money laundering is often accompanied by the primary crime, meaning that it cannot stand on its own. In this context, the author tries to examine the difference in punishment between money laundering which is based on the initial crime of corruption compared to corruption that is accompanied by money laundering in its legal discovery.

The criminal act of money laundering is defined as a part of Indonesia's criminal law, which is regulated by the Republic of Indonesia Law Number 8 of 2010 on Anti-Money Laundering. This specific crime has different specifications compared to general criminal law, such as procedural deviations and material regulations aimed at minimizing financial and economic deviations and leaks in the country. Penalties for money laundering that is connected with the initial crime of corruption can be found in article 2, paragraph 1 of the anti-money laundering law, where the initial crime of corruption is considered a continuation of the money laundering crime. The penalties for these crimes are outlined in articles 3 and 4 of the law, which states that anyone who places, transfers, or converts ill-gotten wealth with the intention of hiding or disguising its origin, as well as anyone who conceals the true source, location, purpose, transfer, rights, or ownership of such wealth, will be punished for money laundering with a prison sentence of up to 20 years and a fine of up to IDR 10 billion (article 3) or IDR 5 billion (article 4).

The criminal act of money laundering can be punished with a maximum prison sentence of 20 years and a fine of 10 billion Rupiah, while in the case of corruption that is concurrent with money laundering, there is no legal basis for the combination of cases, known as Concursus Realis. This is because specific crimes have specific characteristics and the principle of a special law is more prominent than the principle of general law. In criminal law, there is a distinction between concurrent crimes, known as Concursus. Concursus is divided into three forms: idealism, subsequent, and realis. The legal basis for Concursus can be found in articles 63-71 of the Indonesian Criminal Code (KUHP), but in this case, the author will focus on corruption as a concurrent act (Concursus Realis).

Concursus Realis can be defined as the concurrent commission of multiple acts. Concurrent commission of acts (Concursus Realis) occurs when a person simultaneously carries out multiple acts. According to experts, Concursus Realis refers to the simultaneous commission of non-similar acts, each with its own separate nature, that violate criminal provisions, either in the form of crimes or violations that have not yet been punished. From some of the definitions above, it can be seen that determining a crime to be included in the concurrence of acts or Concursus Realis is not an easy matter, especially in the case of corruption which requires extraordinary handling in eradicating it. It is on this basis that the problem can be drawn regarding how the model of punishment for perpetrators of corruption is accompanied by money laundering, and what are the juridical
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reasons to what extent criminal acts of corruption in the form of concurrency are adjusted through the Criminal Code, whereas in criminal law special laws apply that overrule general laws (*Lex Specialis Derogate Legi Generalis*).

The new era of digital transactions has both positive and negative impacts related to money laundering. Positive impacts include, increased speed and efficiency of transactions, reduced costs for individuals and businesses, improved tracking and traceability of financial transactions, making it easier to detect and prevent money laundering, and improved financial inclusion for people who previously lacked access to traditional banking services. And negative impacts include, increased risk of cybercrime and fraud, difficulty in regulating and monitoring digital transactions, making it easier for criminals to launder money through digital channels, potential for increased anonymity in digital transactions, and making it easier for criminals to conceal their activities.

Digital transactions are increasingly becoming a target for money laundering activities, as the digitalization of financial transactions allows for greater ease and anonymity in the movement of funds. As a result, digital transactions are subject to anti-money laundering (AML) regulations and oversight, similar to traditional financial transactions. The specific implications of digital transactions in relation to money laundering can include the need for enhanced due diligence and monitoring of digital transactions to detect and prevent illegal activities, as well as the development of technology and data analytics tools to detect and report suspicious transactions. In addition, digital service providers may be subject to licensing and regulatory requirements aimed at preventing money laundering and terrorist financing through digital transactions.

**METHODS**

This study uses qualitative methods in a phenomenon that functions to more easily understand phenomena that occur in a society that are not widely known. A qualitative approach, which means the presentation of research data is analyzed and presented descriptively. The essence of the general principles that underlie the manifestation of existing symptom units in human life, or analyzing patterns that arise from socio-cultural phenomena by using existing culture in society to obtain an overview of prevailing patterns. These patterns were analyzed again using an objective theory. This type of research is normative juridical research. This type of legal research is carried out by examining library materials or secondary data as the basic material for research by conducting a search of regulations and literature related to the problem under study.

**RESULTS AND DISCUSSION**

**The criminal model for perpetrators of corruption is accompanied by money laundering**

The crime of money laundering in the sense of The Financial Action Task Force on Money Laundry (FATF) provides a definition of Money Laundry, namely "the Processing of these Criminal proceeds disguise their
Illegal Origin”. Meanwhile, according to Fraser Says Money laundering is a process in which a person hides the whereabouts, source/use of income illegally, and then disguises the income to make it appear legitimate/a simple process in which "dirty" money (proceeds of crime), is laundered by sources and through companies that are "clean"/legitimate so that "bad people" can safely enjoy these illicit goods.\(^6\)

In carrying out the crime of money laundering, the elements of the crime of money laundering are always followed, namely:
1) There are criminal acts that are double acts or have original acts
2) Presence of Criminal Subjects (Person/Corporation)
3) Existence of objects/assets
4) Types of Actions committed by the Actor as if it were legal money, which includes: Placement, Layering, and Integration.

In this writing, the author tries to examine the criminal act of corruption which is accompanied by the criminal act of money laundering with the model of punishment following the rules contained in the criminal act of money laundering or is it different?

**Concursus Realsis Definition**

In criminal law, concurrence is known or commonly referred to as (Concursus). According to Utrech said that in order to state that there is a combination, it is necessary to pay attention to the conditions of the combination. The conditions for this combination include:\(^7\)
1) There are two or more criminal acts committed
2) That two or more criminal acts were committed by one person (or two persons in the case of inclusion)
3) That two or more of these crimes have not yet been tried
4) That two or more of these crimes will be tried at once

In general, Concursus is divided into three forms, namely idealist Concursus, continuous Concursus and realist Concursus and the legal basis for Concursus regulation can be found in articles 63-71 of the Criminal Code (KUHP). Furthermore, by Mr. J. E. Jonkers said that regarding the condition of togetherness together, there are provisions regarding the application of punishment. There are 4 (four) systems that are run in this regard, namely:\(^8\)
1) The absorption system only enforces the heaviest legal rules.
2) Sharpened absorption, the most severe criminal regulations that are carried out are added a little 1/3 above the maximum sentence.
3) The cumulative system is pure, namely that the person is sentenced without reduction.


4) The cumulation system without being mitigated, there are several sentences imposed, but the total time of all sentences is the longest with some (one third).

However, at this time the author only focuses on money laundering cases which are coupled with corruption cases as the initial crime, the form of the action is usually referred to as *(Concursus Realis)*. *Concursus Realist* meaning in Indonesian is usually called (concurren deed) while in Dutch it is usually called *Meerdaadse Samenloop*. The basis of *Concursus Realis* is regulated in Articles 65 - 71 of the Criminal Code. In this realist *Concursus*, the Criminal Code recognizes three forms of concurrency, namely:
1) Concurrent crimes punishable by similar crimes
2) Concurrent crimes punishable by dissimilar punishments
3) Concurrent violations with each punishment stand alone.

From the three forms of *Concursus Realis*, the punishment systems used are different from one another.  

**Accountability of Perpetrators of Criminal Acts of Corruption Accompanied by Criminal Acts of Money Laundering**

In criminal responsibility, especially in corruption cases which are accompanied by money laundering crimes, of course, you will see the imposition system that is in the Criminal Code.

<table>
<thead>
<tr>
<th>Table 1: Criminal Imposition</th>
</tr>
</thead>
<tbody>
<tr>
<td>Source: compiled by Authors</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Concursus Realis</th>
<th>Indonesian Criminal Code (KUHP)</th>
<th>Crimes</th>
</tr>
</thead>
<tbody>
<tr>
<td><em>Concursus Realis</em></td>
<td>Concurrent violations with each punishment stand alone.</td>
<td>Criminal acts of crimes between the same sex and those that are not are contained in Articles 65 and 66 of the Criminal Code</td>
</tr>
<tr>
<td></td>
<td>Concurrent crimes punishable by dissimilar punishments</td>
<td>Crimes-offenses</td>
</tr>
<tr>
<td></td>
<td>Concurrent violations with each punishment stand alone.</td>
<td>Criminal acts of violations are contained in article 70 of the Criminal Code</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Offenses</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Criminal acts of violations are contained in article 70 bis of the Criminal Code</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>The system of imposing corruption crimes accompanied by money laundering crimes</th>
<th>Article 65 paragraph 1 of the Criminal Code</th>
<th>&quot;In the case of simultaneous acts that must be seen as separate acts, so that there are several crimes punishable by the same basic punishment, then only one sentence is imposed&quot;</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Article 65 paragraph 2 of the Criminal Code</td>
<td>&quot;The maximum sentence imposed is the maximum amount of punishment that is punishable for the act but does not exceed the maximum sentence plus one-third of the maximum penalty itself&quot;</td>
</tr>
</tbody>
</table>
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10 Republik Indonesia, *Kitab Undang-Undang Hukum Pidana*.

In the case of the crime of corruption accompanied by the crime of money laundering, it is a type of case where the punishment is a similar crime in the sense that these two crimes have the same principal punishment, namely imprisonment, and fines. In terms of reviewing criminal convictions, the authors limit them to similar principal crimes in the Law of the Republic of Indonesia Number 20 of 2001 concerning the Eradication of Corruption Crimes and Law Number 8 of 2010 concerning the Eradication of Money Laundering Crimes, especially imprisonment and fines, which in implication According to the Criminal Code, it is found in Article 65 paragraphs 1 and 2 of the Criminal Code.

This means that in this explanation it can be concluded by the author that the accumulation of criminal acts of corruption accompanied by criminal acts of money laundering can follow the Criminal Code pattern, namely the heaviest sentence of the two criminal acts plus one-third of the heaviest crime as long as it does not exceed the heaviest crime.

**Preventive Strategy of Money Laundry in Cyberspace**

Digitalization has had an impact on the possibility of corruption leading to money laundering. With the increasing use of digital technology, money laundering activities have become more sophisticated and difficult to detect, which has increased the potential for corruption. The anonymity and cross-border nature of digital transactions make it easier for criminals to move money undetected and launder it through complex networks. Digitalization has also created new types of digital assets and digital currencies that can be used for money laundering purposes. This highlights the importance of having strong anti-money laundering measures and regulations in place to mitigate the risk of corruption in the digital age.

Indonesia's rapid economic growth, tourism, and infrastructure has attracted many foreign tourists, leading to a need for foreign currency exchange facilities, or money changers. However, money changers have become a tool for money laundering crimes. The government has already criminalized such acts under Article 3 of the Law No. 8 of 2010 on the Prevention and Eradication of Money Laundering Crimes. However, weaknesses still exist in the monitoring and implementation of anti-money laundering systems in money changer transactions. Current law enforcement and supervision are unable to effectively prevent and repress money laundering crimes in money changer transactions due to the high occurrence of such crimes.

The crime of money laundering is harmful to the public and can lead to other crimes, corruption, terrorism, and drugs. This research aims to examine the bank's role in money laundering, focusing on Bank Secrecy. The research uses descriptive, exploratory, and analytical methods and literature study. The findings show that
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Bank Secrecy refers to information about depositors and deposits and aims to protect customers. Banks, being financial institutions relying on customer trust, must maintain customer information confidentiality, including financial transaction information. It is recommended that banks apply the “Know Your Customer” principle and have an adequate reporting system. In case of suspicious funds, banks should work with relevant agencies to prevent money laundering.16

Corruption can lead to money laundering because corrupt individuals often use the proceeds of their illegal activities to hide the source of their wealth by filtering it through various financial transactions to make it appear legitimate. This can involve transferring the money to offshore accounts, using it to purchase real estate or luxury goods, or investing it in legitimate businesses. By using these methods, the corrupt individuals can make it difficult for law enforcement to trace the origin of the funds and hold them accountable for their crimes. In short, money laundering allows corrupt individuals to clean the illicit proceeds of their criminal activities and integrate the proceeds into the legitimate financial system.

Investment in modern times is not limited to gold, stocks, bonds, etc. As times evolve, a new type of investment instrument called Cryptocurrency has emerged. Cryptocurrency is a decentralized digital currency. If we look at one of the studies related to cryptocurrency, there are similarities in terms of the use of digital transactions as a medium in committing money laundering crimes. In addition, there is also the potential for crime in terms of tax evasion. Money laundering in cryptocurrency occurs due to the anonymity feature where the original identity cannot be tracked and protected by the system, creating a gap for criminal acts such as money laundering.17

Using virtual money in trade in Indonesia is illegal under Law 7 of 2011 on Currencies. Digital money is commonly used in business, with examples like Bitcoin and Binance Coin. Those who engage in money laundering using digital money hurt the state and are subject to criminal liability under Law 8 of 2010 on the Prevention and Eradication of Money Laundering. Keywords: Money laundering, digital currency, criminal liability.18

The purpose of this research is to examine and describe the regulatory policies and laws in preventing banking crime. It also explains the factors hindering the prevention of banking crime and provides input and references for improved prevention through regulatory policy approaches and criminal application. The research employs a combination of normative legal research and empirical legal research for support. The regulatory policies for preventing banking crime are outlined in and outside of the Banking Law, with provisions outlined in articles 46 to 50A of the amended Banking Law No. 7 of 1992 and No. 10 of 1998. Outside of the Banking Law provisions are outlined in the Criminal Code, Anti-Corruption Law, Investment Law, Anti-Money Laundering Law, Electronic Information and Transaction Law, and Money Transfer Law.

The hindrances to preventing banking crime include unclear and vague legal norms in the Banking Law, overlapping and non-harmonized roles of law enforcement, inadequate technology and skill, limited technology infrastructure, and a culture of law enforcement acting differently than regulations dictate.\textsuperscript{19}

Money laundering is the act of hiding the illicit origin of funds obtained from criminal activity and making it appear legitimate. It is considered a crime since the passage of the 2002 Law No. 15 and 2003 Law No. 25, which were later updated by the 2010 Law No. 8 on the Prevention and Eradication of Money Laundering Crimes. The stages of money laundering, which consist of conversion (placement), layering, and integration, are now being carried out using the internet, making it a form of cybercrime. This crime is becoming increasingly difficult and complex to handle because it can cross borders, while law enforcement authorities are limited by their jurisdiction. In addition, specialized skills and knowledge in the cyber field are required. Cyber money laundering is a necessary challenge to face as a form of white-collar crime in the 21st century, so efforts to prevent and combat money laundering can be optimally enforced.\textsuperscript{20}

The financial services industry is a sector that is very vulnerable to being used as a means of money laundering. The development of financial services products including marketing (multi-channel marketing), conglomerates, as well as increasingly complex activities and technology of the financial services industry has the potential to increase the risk of using the financial services industry as a means of Money Laundering and/or Terrorism Funding, with its various and increasingly sophisticated modus operandi, and OJK revealed various modes related to money laundering.

<table>
<thead>
<tr>
<th>Money Laundering Mode</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Smurfing</td>
<td>Attempts to avoid reporting by fragmenting transactions carried out by multiple actors</td>
</tr>
<tr>
<td>Structuring</td>
<td>Attempts to avoid reporting by breaking up transactions so that transactions are smaller</td>
</tr>
<tr>
<td>U-Turn</td>
<td>Attempts to obscure the origin of the proceeds of crime by twisting the transaction, which is then returned to the original account</td>
</tr>
<tr>
<td>Cuckoo Smurfing</td>
<td>Attempts to obscure the origin of the source of funds by sending funds from proceeds of crime through accounts of third parties waiting for transfers of funds from abroad, and not realizing that the funds received are proceeds of crime</td>
</tr>
</tbody>
</table>

The purchase of assets or luxury goods refers to the acquisition of valuable items or resources with the purpose of investment or personal enjoyment. Assets may include real estate, stocks, bonds, and commodities.

Barter can be used as a method of money laundering, which is the illegal process of disguising the proceeds of criminal activity as legitimate funds.

Remittance activities through informal channel mechanisms that are carried out on the basis of trust; Third party use

Mixing proceeds of crime with funds from legal business activities with the aim of obscuring the source of the funds

In this context, a fake identity may be used to open bank accounts, create shell companies, or conduct financial transactions that appear to be legitimate but are actually part of a money laundering scheme. This can make it difficult for authorities to detect and prevent the flow of illegal funds.

In line with what has been formulated by the OJK, and also based on an analysis of several articles which are the references of this article, a strategy can be developed to prevent digital money laundering. These strategies may include:

1) Strengthening regulations and laws related to cybercrime and money laundering
2) Enhancing collaboration between law enforcement agencies, financial institutions and other relevant stakeholders to share information and coordinate efforts
3) Implementing robust cybersecurity measures to protect against cyber attacks and data breaches
4) Enhancing customer due diligence measures in digital transactions to detect and prevent money laundering activities
5) Increasing public awareness and education about the risks and consequences of money laundering in cyberspace
6) Encouraging the reporting of suspicious activities and the adoption of safe and secure online practices

The effectiveness of these strategies depends on their proper implementation and the continuous review and adaptation to the evolving threat landscape.

CONCLUSION

The sentencing model for corruption accompanied by money laundering is different from the crime of money laundering, where the predicate crime is corruption due to different criminal arrangements by looking at law number 8 of 2010 with the decision of the Constitutional Court in the results of the meeting of the criminal chamber of the Supreme Court of the Republic of Indonesia Tangerang No. 10 regarding the
application of the concursus teachings to precisely the criminal act of corruption accompanied by the criminal act of money laundering. It is important for governments, financial institutions, and individuals to be aware of these potential impacts and take steps to minimize the risks associated with digital transactions. This can include implementing strong security measures, increasing public education and awareness, and working together to improve regulations and oversight.
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